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IKOHOMHMYECKOE MOIeJTMPOBAHNUE MOCJIEACTBUA MACIITAOHBIX KHOEPATAK HA KPUTHYECKYIO
HH(PACTPYKTYPY: OlleHKA CMCTEMHOI'0 PUCKA IJISi HAMOHAJBHOI JKOHOMUKH

AHHOTAUMA. AKTYalbHOCTh HCCIEAOBAaHUS OOYCIIOBJICHA pacTylled  yrpo3oi
MaclITaOHBIX KHOepaTak /i 00BbEKTOB KPUTHUECKOW MHPPACTPYKTYpPHI B YCIOBUSIX LUPPOBOH
Tpanchopmanuu 3KOHOMHKH. [Ipobiema 3akitoyaercss B OTCYTCTBHM KOMIUIEKCHBIX METOJIUK,
NO3BOJISIOIIMX OLIEHUBATh HE TOJBKO MpsAMbIE, HO M CHCTEMHbIE MaKpPOIKOHOMHYECKUE
NOCJEACTBUSI TaKUX MHOUACHTOB. lLlempio paboThl siBIsieTcss pa3paboTKa MOAETH  JUIS
KOJINYECTBEHHOMN OLIEHKU CUCTEMHOI'0 PUCKA HAa OCHOBE MOAU(DUIIMPOBAHHON MOJAEIH «3aTPaThl-
BBIITYCK». METOI0JIOTHS MTO3BOJISIET yUECTh KaCKaAHbBIN (P (PEKT 1 KOCBEHHBIE TIOTEPU B CMEKHBIX
OoTpacisiX BCJIEACTBUE HapyLIEeHHs MEXOTpacieBbIX CBsA3eil. Pe3ynpTarhl cleHapHOro
MOJIEJIMPOBAHUS aTaKU Ha YHEPreTUYECKUN CEKTOP AEMOHCTPUPYIOT, YTO COBOKYIIHBIE NOTEPU
JUI HallMOHAJIbHOM 3KOHOMMKHM MOT'YT MHOI'OKPaTHO IPEBOCXOJIUTH HPSAMOM yuiepO, nocturas
2.5% BBII u Oosnee. [lonydyeHHble BBIBOJBI MOJUYEPKUBAIOT HEOOXOAMMOCTh y4€Ta CUCTEMHBIX
PUCKOB  OpraHaMM  TOCYJapCTBEHHOTO  yIpaBJIE€HUs INpu  pa3paboTKe  cTpaTerui
KHOEepyCTOMYUBOCTH.
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Economic modeling of large-scale cyberattacks on critical infrastructure:
assessment of systemic risk for the national economy

Annotation. The relevance of the study is driven by the growing threat of large-scale
cyberattacks on critical infrastructure amid the digital transformation of the economy. The problem
lies in the lack of comprehensive methodologies to assess not only direct but also systemic
macroeconomic consequences of such incidents. The aim is to develop a model for the quantitative
assessment of systemic risk based on a modified input-output model. The methodology accounts
for cascade effects and indirect losses in interrelated industries due to disruptions in inter-industry
linkages. The results of scenario modeling of an attack on the energy sector demonstrate that total
losses for the national economy can far exceed direct damage, reaching 2.5% of GDP or more.
The findings highlight the need for government authorities to consider systemic risks when
developing cyber resilience strategies.

Keywords: cyberattacks, critical infrastructure, economic modeling, systemic risk,
macroeconomic consequences, input-output model.

Beeoenue
Pactymas 3aBucuMocth kputudeckoin nundpactpykrypsl (KM) - snepreruku, huHaHCOB,
TPAHCIIOPTA, 3IPABOOXpPAHCHHS - OT NU(POBBIX TEXHOJOTHH CO3/aeT Oecrpere/eHTHbIC



YSI3BUMOCTH 171l HAIMOHAJIbHOM 3KoHOMUKH. [lo onenkam baHka MeXIyHapOJIHBIX pacyeToB,
NOTEHIMAJIbHBIE TIOTEPH OT KubepaTak Ha (pUHAHCOBYIO cucTeMy MOryT aocturath 5% BBIIL, a B
HEKOTOPBIX pa3BUBaroLIMXcs crpaHax - npesbimiath 10% BBII. MccnenoBanue, npoBeneHHOE B
Poccun, nokazano, 4ro ymepd OT yCHemHbIX kubepaTak Moxker mocturath 2.7% BBII, uto
SKBUBAJIEHTHO 5.3 TpiH pyOsei. ['moGanpHeii anamu3 Lloyd's yka3piBaeT Ha BO3MOXKHOCTH
KOJIOCCATILHBIX MOTEPh B pazmepe a0 $3.5 TpiH Uit MUPOBOI SKOHOMHKH B Cllyyac aTakd Ha
KITIOUYEBYIO TUIATEKHYIO CUCTEMY.

OCOOEHHOCTBIO COBPEMEHHBIX KHOEPYTpo3 SBISAETCS MX TPAHCTPAHUYHBIM M KACKaIHBIHN
XapakTep, KOrja MHIUACHT B OTHOM CEKTOpe OBICTPO pacIpOCTpaHsETCsl Ha JpyTrHe, CB3aHHbIE C
HUM 4Y€pe3 MEKOTPACIIEBbIE LIEMOYKU OCTAaBOK U IIPOU3BOJCTBEHHBIE CBA3U. HecmoTps Ha 3T0,
CYILLECTBYIOIINE MOIXObI K OLIEHKE yiiepOa 4acTo (GOKyCUPYIOTCS Ha MPSIMbBIX, TOKAJIU30BaHHBIX
NOTEPSX JIUIsl aTAKOBAHHOM OpraHU3allu, UTHOPUPYS CHCTEMHBIE () (HEKTHI.

lenpto aHHOTO HCCIIENOBaHUS SBISETCA pa3padOTKa MOJEIH JUIsl KOJIHMYECTBEHHOM
OLICHKA CHUCTEMHOTO pHCKa JUIS HAIMOHAIBHOM SKOHOMHKM OT MAacIITaOHBIX KuOepaTrak Ha
KPUTHYECKYI0 HHPPACTPYKTYpy. i TOCTHXKEHUS e PEeUIatoTCs CIeAYIOUIUe 3aJaun: aHalu3
KaHAJIOB TPAaHCMHUCCHUHM KHOEPILIOKOB; aJanTanus METo/Ja SKOHOMHYECKOTO MOJCIMPOBAHUS
«3aTpaThI-BBITYCK» [UIsI y4eTa KHOep-HHIMJIEHTOB; CIIEHAPHOE MOJEIUPOBAHUWE AaTaku Ha
KJIFOYEBOW CEKTOP U OLIEHKA COBOKYMHBIX nnoTepb BBII.

Pezynomamer uccnedosanus

B kauecTBE METO/I0JIOrMYECKON OCHOBBI MCCIEAOBaHUS BblIOpaHa MOAM(ULIMPOBAHHAS
MOJIeJIb «3aTpaThl-BeITyck» B. JleonTheBa. JlaHHBIN MOAXO0/ MO3BOJISET KOJTUYECTBEHHO OLIEHUTh
KaK IMpsIMblE TIOTEPH CEKTOPA, MOJBEPruIerocsi arake (CHUKEHUE BBIIIYCKAa), TAK U KOCBEHHBIE
MOTEPU B CMEKHBIX OTPACIAX, BO3HHUKAIOUIME H3-32 HAPYIIEHUS MEXKOTPACIEBBIX MOCTaBOK.
Mogens 3¢ddexkTnBHO omuchBaeT Kackamable 3dexTsl (cascading failures), sBistommecs
CJIEICTBUEM B3aMMO3aBUCUMOCTH CEKTOPOB SKOHOMHUKH.

st mpoBeieHHs pacueTOB KCIIOIb30BAIIUCH JIAHHBIE YCIIOBHON MEXOTpacaeBOW 0agaHCOBOM
TaOJIMIbI, AarperdupoBaHHbIE B CEMb  KIIOUEBBIX  CEKTOpOB: DHepreTuka, GUHAHCOBBIC
ycimyru, OOpabaTeiBaroiiass ~ IPOMBIIIEHHOCTh, Tpancnopt, Cenbckoe  xo3siicTBO, [T o
cBs3b, [Ipoune ycnyru. bbutn mocTpoeHsl Tpu clieHapust KubepaTaku Ha SHEpreTHYeCKUil CEKTop,
pa3IuyaroIrecs no JUIMTEIbHOCTH U UHTEHCUBHOCTH BO3/ICHCTBUS:
Cuenapuit 1 (nerkumit): KpaTkoBpeMeHHas araka, NPHUBOASMIAS K CHU)KEHUIO BBIIYyCKa
sHepreTHyeckoro cekropa Ha 10% B TedeHHE 0AHOr0 PAaCYETHOTO NEPUOAA.
Cuenapuit 2 (ymepeHHBbIH): ATaka cpeAHed NPOJOKUTEIBHOCTH, BBI3BIBAIOLIAS CHIKEHHE
BbIITycKa Ha 25%.
Cuenapuit 3 (TspKenslii): 3aTsDKHAs M BHICOKOMHTEHCUBHAs aTaka, MPUBOJAIIAS K CHIKEHHUIO
BbImycka Ha 40%.

Tabauya 1. Pacyem npsamvix U KOCBEHHbIX NOMEPb 8bINYCKA NO ceKMopam dKoHoMmuku (%)

CeKTOp SKOHOMMKHU Cuenapuii 1 Cuenapuii 2 Cuenapuii 3
DHEepreTuKa -10.0 -25.0 -40.0
O6pabaThIBaroIas MPOMBIIIIEHHOCTb -3.2 -8.1 -13.2
Tpancnopt -2.1 -5.4 -8.9
DUHAHCOBBIE YCIyTH -1.5 -3.8 -6.3
Cenbckoe X035CTBO -1.8 -4.6 -7.6
CoBokymHble ToTepu BBIT -0.5% -1.3% -2.5%




PesynbraTsl MoJienMpoBaHus, NpeacTaBieHHble B Tabaule 1, HarasIiHO 1EMOHCTPUPYIOT
3HAYUTEIbHBIN MYJIbTUIUIMKATUBHBINA 3 dekt. [IpsiMoe Bo3nelCTBIE HA SHEPTEeTHKY BBI3BIBACT
CYLIECTBEHHbIE KOCBEHHBIE IOTEPH B IPOMBIIIJICHHOCTH, TPAHCIOPTE U JPYIMX CEKTopax,
KOTOpPBIE 3aBHCIAT OT DJHEProloCTaBOK. B TskenoMm cueHapuu COBOKymHble norepu BBII
nocturatot 2.5%, uyto Oonee yeM B O pa3 MpeBBIIACT MNPSMOM CHaj B SHEPreTUKe B
OTHOCHUTEJIBHOM BBIPQKEHHUU. OJTO TOATBEPKAAECT TMIOTE3y O JOMHUHUPOBAHHWU KOCBEHHBIX
MOTEPh B OOIICH CTPyKType yIepoa.

Haunbonee ysS3BUMBIMH K MIOKYy B SHEPreTUKE OKAa3bIBAIOTCS CEKTOpAa C BBICOKOM
3aBUCUMOCTBI0 OT HENPEPHIBHOIO HHEPrOCHAOKEHUS] U IHKECTKUMH TEXHOJIOTMYECKUMU
[eoYKaMH - 00pabaThIBaroIast MPOMBIIUIEHHOCTh U TpaHCHOPT. PUHAHCOBBIN CEKTOP, HECMOTPS
Ha OTHOCHUTEJBHO BBICOKYIO 3pEIIOCTh KHOEp3aIlUThl, TAKXKE€ HECET 3HAUUTEJIbHbIE KOCBEHHBIE
yOBITKM W3-32 HapyIICHHUs OINEPALUOHHONW JEATENbHOCTH U NaJCHUS MNOTPEOUTEIHCKON
AKTUBHOCTH.

Bvi6o0wv

IIpoBeneHHOe wHccleqOBaHUE MOATBEPIMIIO, 4YTO CUCTEMHBbIE MAaKpOIKOHOMHUYECKHE
MOCJIEICTBHSI MAacIITa0HBIX KHOEpaTak Ha KPUTHYECKYI0 HMHOPACTPYKTypy MHOTOKPATHO
IPEBOCXOJAT MPSAMON ylepO, HaHECEHHBIH aTaKOBaHHOMY ceKTopy. Pa3paboTaHHas Ha OCHOBe
MOJIEIIN «3aTPaThI-BBITYCK» METOJIMKA MO3BOJISIET KOJIMYECTBEHHO OLIEHUTH KacKaIHbIe Y PEKTHI
U KOCBEHHbBIE MIOTEPH, BOZHUKAIOLIHME B PE3yJIbTaTe HAPYIIEHUS MEKOTPACIIEBBIX CBA3EH.

[lonydyeHHble  pe3yabTaThl HMMEIOT MPAKTUYECKYIO 3HAUYUMOCTb Ui  OpPraHOB
rOCyJapCTBEHHOI'O YIpaBlI€HUs U peryiasTopoB. llpeanoxkeHHas Monenb MOXKET ObITh
UCIIOJIb30BAaHA  JUISl  CTPECC-TECTUPOBAHUS  SKOHOMHKH, ONPEICJICHUS  IPUOPUTETHBIX
HalpaBlIeHUN Uil MHBECTHMIMH B KHOEepOE30macHOCTh KPUTHYECKOH WHPPACTPYKTYphl U
(opMUPOBaHUS CTPATETHUYECKUX PE3EPBOB JUISI CMATYEHUS] MAKPOIKOHOMUYECKUX IOCIIEICTBUI
KHOep-UHLUICHTOB.

[TepcniekTHBBI JaNbHEUIINX UCCIIEIOBAHUN CBSA3aHbI C YCOBEPLIEHCTBOBAHUEM MOJEIH 3a
CUeT HMHTErpaluy MOBEACHYECKHX (PAaKTOPOB (TAaKUX KaK IAHMKAa Ha PBIHKAX M H3MEHEHUe
MOTPEeOUTENTHCKOTO JIOBEPHsi), a Takke ¢ pa3pabOTKOM KOMIUIEKCHBIX MOJENeH Tmepemadn
KHOeppHCKa, BKIIOYAIOIMIMX WHCTPYMEHTHI cTpaxoBaHUs. OTIENbHYI0 BaXHOCTh MPEACTaBISET
cOOp M CTaHJapTHU3alMs SMIHUPUYECKUX JAaHHBIX O (PAKTUUYECKUX IMOTEepsAX OT Kubeparak ams
KaJTMOPOBKU U BepUPHUKAIIMHM TEOPETUUECKUX MOJIETIEH.
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