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KoncranTunoB Muxaui AJleKCaHAPOBHY
MocKoBCKasi MEXayHapOHas aKaJIEeMUsI

HNudopmanuonHas 0e30aCHOCTb KaK 00beKT YIPABJIEHHUSI: TEOPETHYECKUI ACTIEKT

AHHoTanus. B ycnoBusax riyOokoil nudpoBH3aluu SKOHOMHKH M POCTa KUOEpyrpo3
uH(popMarmonnas Oe3omacHocTh (MB) TpaHcopmupyercs U3 y3KOCTICIHAIU3UPOBAHHOMN
TEXHUYECKOW (PYHKIIMU B CTPAaTErHMYECKUN SIIEMEHT KOPIOPATUBHOIO YIPABICHUS U PHUCK-
MEHE/DKMEHTa. B crarbe MpoBOAUTCS TEOPETUKO-MeToAoIornyeckuil ananus Mb kak cioxHoro,
MHOTOKOMIIOHEHTHOTO ~ OOBEKTa yMpaBieHHs, HWHTETPUPOBAHHOIO B  OOIIYyI0 CHCTEMY
MEHE/DKMeHTa opranm3auuud. Ha ocHoBe MexayHapoanbeix crangaptoB (ISO/IEC 27001),
HaIMoHaIbHOro 3akoHozaatenbeTBa (D3 Ne 149-D3) u pabor Benymux uccienonareneii (b. gpou
Conmc, P. backepBuit) packpsiBatoTcsi KitoueBble xapakrtepuctuku Wb: coumorexHuueckuit
XapakTep, PUCK-OPUEHTUPOBAHHOCTb, HOPMATUBHAS HArpy>KeHHOCTb M AMHAMUYHOCTH. ABTOp
CUCTEMATU3UPYET ISITh TEOPETUUECKUX MOAXO0A0B K oHnMaHuio 1b B ynpaBineHueckol onTuke
—  pPecypCHO-OPHEHTHPOBAHHBIM,  pPUCK-OpUEHTHUpOBaHHBIA,  mpoueccHelii  (PDCA),
COLIMOTEXHUYECKUH M HMHCTUTYLIMOHAJbHBIH — W HAa MX OCHOBE IIpeajaraeT CTPyKTYpHO-
byHKIMOHANBHYIO MOJeNb yhpaBieHus Wb, BKIOUarolnylo TpU HEpPapXHUECKHX YPOBHS
(cTparernyecKuii, TAKTUYECKUI, ONMEPAMOHHBIA) U MATH 0a30BBIX YNPaBICHUECKUX (DYHKIIHH.
Ocoboe BHuUMaHue ynenserca oBomtouuu Kb or «mepBoro mokoneHUs» (TEXHUYECKOE
o0ecrieueHre) K «BTOPOMY TOKOJIEHUIO» (CTpareruueckas HHTErpalus B corporate governance,
ERM, compliance u BCM). Crarbs nomuépkuBaer, uto 3ddextuBHOe ynpapneHue Mb B
COBPEMEHHBIX YCIOBHUSX HEBO3MOXXHO 0€3 €€ OCMBICICHHS KaK KOMIUIEKCHOW IMOJCHCTEMBI, B
KOTOPOM TEXHOJIOTUYECKHUE MEphl, OPTraHU3AlMOHHBIE MPOIECChl, YENIOBEUECKUU (akTop u
perynsTtopHele TpeOOBaHHUS BBICTYNAIOT B €IMHOM YyIpaBieHUYeCKOM KOHType. IlomyueHHbie
BBIBOJIbI CO3JAK0T TEOPETHYECKYIO OCHOBY JUIS JAJIBHEHWIINX SMIMPUYECKUX HMCCIENOBAaHUI B
obmactu metpuk 3penoctu CMUDB, BiusHUS KOpHIOPAaTUBHOW KyJIbTYpbl Ha 0O€30MacHOCTb U
cTpaTteruueckoro nozuimonupoBanus b B iudpoBoii s3koHOMHUKE.

KuaroueBble ciaoBa: wuHpopmaiyoHHas 0e30HacCHOCTb, CHCTEMa  MEHEIKMEHTa
uHpopMmamonHoit  6e3omacHoctu  (CMUDB),  kopmopatuBHOE  ympaBieHHE,  PHUCK-
OpUEHTUPOBAHHBIA MOAXO/, COLMOTEXHUUYECKas CUCTeMa, MHpopMmalnuoHHble akTuBbl, PDCA-
LUK, KHOEPPUCKHU.
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Information security as an object of management: a theoretical aspect

Annotation. In the context of the deep digitalization of the economy and the growth of
cyber threats, information security is being transformed from a highly specialized technical
function into a strategic element of corporate governance and risk management. The article
provides a theoretical and methodological analysis of information security as a complex,
multicomponent management object integrated into the overall management system of the
organization. Based on international standards (ISO/IEC 27001), national legislation (Federal Law
No. 149-FZ) and the work of leading researchers (B. von Solms, R. Baskerville) reveals the key
characteristics of information security: sociotechnical nature, risk-orientation, regulatory burden
and dynamism. The author systematizes five theoretical approaches to understanding information
security in management optics — resource-oriented, risk-oriented, process (PDCA),
sociotechnical and institutional — and based on them offers a structural and functional information



security management model that includes three hierarchical levels (strategic, tactical, operational)
and five basic management functions. Special attention is paid to the evolution of information
security from the "first generation" (technical support) to the "second generation" (strategic
integration into corporate governance, ERM, compliance and BCM). The article emphasizes that
effective information security management in modern conditions is impossible without its
understanding as a complex subsystem in which technological measures, organizational processes,
the human factor and regulatory requirements act in a single management contour. The findings
provide a theoretical basis for further empirical research in the field of ISMS maturity metrics, the
impact of corporate culture on security, and the strategic positioning of information security in the
digital economy.

Keywords: information security, information security management system (ISMS),
corporate governance, risk-based approach, sociotechnical system, information assets, PDCA
cycle, cyber risks.

Nudopmannonnas 6ezonacHocts (Mb) nepectana 6bITh MPEUMYIIECTBEHHO TEXHUYECKON
npo0iieMOil M B COBPEMEHHBIX YCJIOBHMSX pAacCMAaTPUBAETCSl Kak KIIOUYEBOE HAalpaBleHUE
KOPIIOPAaTUBHOTO YIPaBIEHUS U PUCK-MEHEIKMEHTa. MeXIyHapOJHbIE CTaHIAPThl CEepUu
ISO/IEC 27000 ompenensitoT cucreMy MeHekMeHTa nHpopmarmonHoi 6e3onacHoctr (CMUB)
KaK 4acTb OOIel CHUCTEeMBbl MEHEIKMEHTa OpraHU3alid, OCHOBAHHYIO Ha OLIEHKE PHUCKOB U
IpeHA3HAYEHHYIO JUIsl YCTAaHOBJICHUS, pealu3aliu, OAJIepKaHus U OCTOSIHHOTO YJIy4IIeHUs
[IOJINTUKHY U 1esier B oonactu UB.

B poccuiickoii mpakTuKe 3TO MOHUMaHKe 3aKkperieHo uepes aaantanuio ISO/IEC 27001 B
HanpoHanbHBIA cTanmapt ['OCT P MCO/MDK 27001-2021, omnpeaensromuii TpeOoBaHHUS K
CMMUDB B opranuzanusax pa3aIudHbIX OTPaciei.

Poct 3naunmoctu Ub kak o6bekTa ynpaBieHus: 00yCIOBIEH HE TOJbKO TEXHOJIOTHYECKON
3aBHCUMOCTBIO OM3Heca OT HU(POBOM HMHPPACTPYKTYPH, HO W MacHITa0OM SKOHOMHYECKUX
nocienctBuii nHIUAeHTOB. [To manubpiM otuéta IBM «Cost of a Data Breach 2024», cpennsis
CTOMMOCTb YT€UKH JaHHbIX B Mupe pocturia 4,88 muH nomn. CHIA, mpuuéM B puHAHCOBOM
CEKTOpE 3TOT MMOKAa3aTes b TPAJUIUOHHO BBIIIE CPEAHEPBIHOYHOTO [1].

OT1o npuBoaUT K ToMy, uTo b BcTpanBaeTcst B KOHTYpBl KOPIIOPATUBHOIO YIIPABJICHHUS,
yIpaBJIeHUs] pUCKaMHU, HEMPEPHIBHOCTH OM3HECA, KOMILJIACHCA U CTPATErnYeCKOro IUIAHUPOBAHUSL.

B Tteopernyeckom mnnane ynpasieHue Wb mocreneHHO 3BONIOIMOHUPYET OT «IIEPBOTO
MOKOJICHUS» — MPEUMYIIECTBEHHO TEXHUYECKOTO U PErJIAMEHTHO-OPUEHTUPOBAHHOIO MOAX0/1a
— K «BTOpPOMY IOKOJIEHUIO» MeHekMeHTa b, ocHOBaHHOMY Ha MPHUHIIMIIAX KOPIOPATUBHOIO
yIpaBJIE€HUs, PUCK-OPUEHTHUPOBAHHOCTH M MHTETpallid B OOILIYI0 CHUCTEMY MEHEIKMEHTa
opraHu3aIy, Ha 4yTo yKassiBal b. ¢on ConmMc, aHamu3upys IBOJIIOIUIO KOHIIEIINH «information
security management: the second generation» [2].

lenp naHHOW CTaTbu — pacKpbBITh TEOPETHUECKUHM AacleKT HH(OpMalMOHHON
0€30IaCHOCTH KOMIIAaHMM KaK O00BEKTa yNpaBlIEHUs, OMHCcaTh €€ CrenUu(HUKy KakK YIpaBiIsieMOi
MOJICUCTEMBI, ONIPENIETUTh KIIFOUEBbIE AIEMEHTHI, (DYHKIIUU, YPOBHU U MEXaHU3MBbI YIIPaBJICHHUS, a
TaKXe CHCTeMaTU3HpOoBaTh 0a30BbIe TEOPETUKO-METOI0JIOTHYECKHE MOAX0bl K aHanu3y Wb B
YIIPaBJIEHYECKOU OINTHKE.

B wmexnaynaponnsix crangaprax ISO/IEC 27000 wundopmanuonHas 0e30MacHOCTb
omnpezensercs KaK COXpaHeHHe KOHQUACHLUUATbHOCTH, LEJIOCTHOCTH M JOCTYMHOCTH
uHpOpMallMK, a TaKXke, NPU HEOOXOAMMOCTH, HHBIX CBOWCTB, TaKUX KakK IOMJIMHHOCTD,
MOJIOTYETHOCTh, HEOTKA3yeMOCTh U HaJIe)KHOCTb.

B xopnopatuBHoM koHTekcTe b BBICTYNAeT:

- KaK COCTOsIHME 3aIIUIIEHHOCTH HHPOPMAIIMOHHBIX aKTUBOB KOMIIAHUH OT YIpo3;

- KaK COBOKYITHOCTb ITPOLIECCOB, MOJINTUK, IPOLEAYP U TEXHUUECKUX CPEACTB;

- KaK 4aCTh KOPIOPATUBHOW CUCTEMBI YIIPaBJICHUS PUCKAMU M COOTBETCTBHS TPEOOBaAHUSIM
(compliance).

Kak ympasnsiembrit 00bexT 1B o6nanaet psaom crienudpuyeckux XapakTepucTHK:



CoumorexHuueckuil xapakrep. OOBEKT yNpaBiIeHUs BKIHOYAET HE TOIBKO TEXHUYECKYIO
UHPPACTPYKTYPY (CETH, cepBepHhl, MPHIOKEHH), HO U JIOAEH, OpPraHU3alMOHHBIE CTPYKTYPHI,
IpOIECChl U BHEUIHUE PEryJsATOpHble TpeOOBaHMs. DTO COOTBETCTBYET COLMOTEXHUYECKOMY
noaxony k Wb, chopmmupoBanHomy B paborax P. backepBwiuia m mocCieayromux aBTOPOB,
paccMaTpUBAIOIIMX 0€30M1aCHOCTh KaK CBOMCTBO KOMIUIEKCHOM CUCTEMBI «UEJIOBEK — TEXHOJIOT s
— opranusanms» [3].

Puck-opuentupoBanocts. Mb kak 00BEKT ympaBieHHs MpPOSBISIETCS — 4Yepes3
COBOKYITHOCTb PUCKOB, CBSI3aHHBIX C yTPO3aMH, YSA3BUMOCTSAMH U MOCJIEACTBUAMHU UX pEaIU3aLHH.
ISO/IEC 27001 3akperiser pHCK-OPUEHTHPOBAHHBIN IOJXOJ KaK OCHOBY JJis TIOCTPOCHHS
CMWUB: ynpasnenune Wb dakTudeckn cBOIUTCS K MUKITY UACHTU(DHUKAIMK, aHATU3a, OIICHKU U
00pabOTKH PUCKOB.

HopmartuBHas Harpy:xeHHOCTb. CoBpeMeHHasi 1b cyiecTByeT B IJIOTHOM PEryIsiTOPHOM
noje (3aKOHOJATeIbCTBO 00 MH(OPMAIMK U MEPCOHAIBHBIX JaHHBIX, OTpACIeBbIe TPEOOBaHMUS,
CTaHJApThl), YTO JeNaeT OOBEKT YMPABICHHS OJHOBPEMEHHO TEXHHYECKMM M IpPaBOBHIM. B
Poccun 310, B uactHocTH, Deaepanbublii 3aKoH Ne 149-D3 «O06 undopmarnyu, HHPOPMAITHOHHBIX
TEXHOJIOTHSX U O 3alUTe HHPOPMAIMIM» U MO/I3aKOHHBIC aKThI K Hemy [4].

JIMHaMU4HOCTb M HeolpeaenéHHocTb. Konurypauus yrpo3 u ysi3BUMOCTEH MOCTOSIHHO
U3MeHseTcsAa. OTO NpUAaéT OOBEKTY YHpPaBICHHS YEPTHl «IBIDKYIIEHCS Lenu», 4To Tpedyer
HENPEPBIBHOIO MOHUTOPHUHIA M LIUKJIMYHOIO IEPECMOTPA YIPABICHUYECKUX PELICHU.

Takum oOpa3om, mHPOpMAMOHHAS OE30MACHOCTh KOMITAHUU KaK OOBEKT YIpPaBICHUS
MOXET ObITh ONUCaHa KaK HMHTErpPUPOBaHHAs MOJCHCTEMAa KOPIOPATUBHOIO YIPABICHMS,
00BeAMHSIIONIAs PECYPChI (AKTUBBI), IPOLECCHI (ITOJIUTUKH, TIPOLIETYPHI), THOAEH (10Ib30BaTENH,
CHELHUATHUCTBI, PYKOBOJUTEIHN) U HHPPACTPYKTYPY (TEXHOJIOIMH) B LENAX YIPABICHUS PUCKAMH,
CBSI3aHHBIMU C UH(OpMaLIUEH.

Teopernueckas peduiekcus Hajg ynpasieHuemM HWbB  omnupaercss Ha  HECKOJIBKO
UCCJIEIOBATEIbCKUX TPAIUIIMMA. Y CIOBHO MOXHO BBIIETIUTH CIAEAYIOLIUE MOAXOAbI.

1. PecypcHO-OpHeHTHMpPOBaHHBIM MoAXoA. B joruke pecypcHO-OPUEHTHPOBAHHOIO
nonxoga  uMHQopmanMoHHas ~— 0€30MacHOCTh  pacCMaTpUBAaeTCsl  Kak  creuuuyecKuit
CTpaTETHYECKUi pecypc U JIeMEHT HeMaTepHajJbHOIro KalnuTana KOMIIAaHUH, KOTOPBIA obagaer
LIEHHOCTBIO, PEAKOCTHIO, TPYAHOCTHIO HMUTAIIUU U HE3aMEHUMOCThI0. KOMIUIEKCHO BHICTpOEHHAS
cucreMa Wb ¢dopMupyer «opraHum3allMOHHBIA KamuTal» B BUAE MPOLEAYp, PYTHH,
JIOBEPUTENbHBIX OTHOIIEHUH U penyTaluu, 00ecrednBaronieil ycToiunBoCTh OM3HECA B YCIIOBHSIX
U(PPOBBIX YIPO3.

2. Puck-opuentupoBanHbii noaxoa. C no3unuil puck-meHexmenta b tpakryercs kak
HoJCHCTEeMa YNpaBJIEHUS] PUCKaMM, HalpaBlieHHas Ha WICHTHU(UKALMIO, OLIEHKY M 00paboTKy
PHUCKOB, CBSI3aHHBIX C HapylIEHHEM KOH(QUICHINAIbHOCTH, LEIOCTHOCTH U JOCTYNHOCTH
uHpopmanuu. MexayHapoaasie ctanaaptsl ISO/IEC 27005 (risk management) u npaktuku NIST
Cybersecurity Framework nHCTUTYLIMOHANNU3UPYIOT PUCK-OPUEHTHUPOBAHHBINA MOJXO, CBSA3bIBAs
ynpasieHue b ¢ GprHAHCOBBIMU U ONIEPAIIMOHHBIMH TIOKA3aTeNIIMA KOMIaHUH [5].

3. Ilponeccusrit moaxox u PDCA-monens. ISO/IEC 27001 u TOCT P UCO/M3K 27001-
2021 ocuoBbBatorcss Ha 1mkie PDCA (Plan-Do-Check—Act), paccmarpuBas Wb kak
COBOKYITHOCTb YIIPABJIIEMBIX IIPOLIECCOB, MOJIEKAIIUX TOCTOSHHOMY YIIyULICHHIO.

B »3TOM KOHTEKcTe OOBEKTOM YINpaBlIEHUs BBICTYNA€T HE TOJBKO COCTOSIHHE
3aMUIIEHHOCTH, HO M CaMHM MpOIecChl — IUIAHWPOBAHME, BHEJIPEHHE, KOHTPOJIb U
COBEpILEHCTBOBAHHE MEp O€30MaCHOCTH.

4. CounoTexHUYECKU M opraHu3aluoHHbI moaxon. Paborer P. backepsumna, b. ¢on
CounmMca u Ipyrux HcciaeaoBareneil moa4épKruBaroT, YTo 6€30MacHOCTh HHPOPMAITMOHHBIX CUCTEM
— 3TO B MEPBYIO OYEpe/Ib OPraHU3aUOHHO-COIMATbHAsI TPo0JIeMa, a He TOJIbKO TeXHH4YecKas [6].

CoumoTexHHUYECKUH M0AX0]] POKYCHPYETCsl Ha B3aUMOCBSI3U TEXHOJIOTHUECKUX PEIICHHUH
C KyJIbTYpOH, CTPYKTYPOH M MpaKTUKaMH OpraHu3aunuu: ypoBeHb Wb omnpenensercs He TOIBKO
KayecTBOM IIM(POBAHUS MM HACTPOMKM MEXKCETeBBIX JKPaHOB, HO U IOBEACHUEM



MOJI30BATENCH, YIPaBICHYECKUMU CTWISIMH, CHCTEMOM MOTHMBAallMM W KOPHOPATUBHOM
KYJIbTYpOH.

5. MHcTUTYIMOHANBHBIM M1 HOpMAaTUBHBIA noaxoa. b paccMarpuBaeTcst Kak MHCTUTYT,
BCTPOCHHBIM B CHUCTeMYy (OpPMaIbHBIX HOPM (3aKOHOJATEIbCTBO, CTAHIAPTHI, BHYTPEHHHE
perjgamMeHThl) U HepopMallbHBIX MpaBui (IpakTHKU ucnonb3oBanua UT, sTuka, «HeBUIUMBIE»
OpraHM3allMOHHbIE coryameHus). Teopernueckas paMKa 3[€Ch BKIIOYAET KOHIEMNIHUU
WHCTUTYUMOHAIBHOW SKOHOMUKHM M TEOPUU PETyJSIUU, AaKUECHTUPYS BIUSHUE BHEIIHUX
perynsTopoB (TrocyaapcTBa, OTPAciEBBIX PETYIATOPOB, NMPOPECCHOHATIBHBIX ACCOIMAINN) Ha
dbopmupoBaHKe KopriopatuBHOM moauTuku Ub.

C yuérom m3noxkeHHBIX 1Mo1x070B b KoMmanuu kak OOBEKT YyHpPaBICHUS MOXKET OBITH
MPEJICTaBJICHA B BUJE CTPYKTYPHO-(QYHKIIMOHAIBHON MOJIENH, BKIIOYAIOIICH CIeaAyIoue OJI0Ku
(pucyHok 1):

OyHkiuoHanbHO yrpasienue UMb BkitouaeT kiaccudeckue ymnpaBieHueckue (QyHKIUH,
a/IalITUPOBAaHHbIE K crenduke o0beKTa:

- [InanupoBanue: GpopmupoBaHUe MOJUTUKHU, LIENIEH, PUCK-ANNETUTa, MIIaHOB 00paboTKH
PHUCKOB;

- Opranuzanusi: onpeaeeHue CTPYKTypbl, pPOJieH, paclpeaeieHue pecypcoB, HHTErpalus
Wb B 6uzHec-mpoiiecchl;

- MotTuBanus: co3laHue CTUMYJIOB coOmroaeHus TpeboBanuit Wb, ¢opmupoBanue
KYJBTYPBI «Security awarenessy;

- KonTponb: MonutopuHr uHuuaeHToB, ayautel, KPI, nepecmotp s dexTuBHOCTH Mep
KOHTpOJIS;

- VilydlieHue: KOPPEeKTUPYIOIIKE U MPEayNPEKIA0IIUE JEHCTBUS, IEPECMOTP MOTUTHKH
u npoueayp B pamkax PDCA-nuxkna.

Hb KoMNaHHH KaK 00beKT yIpaBieHHs

OfbexTni 3amuThI (HHPOPMAUHOHHbIE AKTHBbI):

- JamHBle (MepPCOHANbHEIE, KOMMePIeCKad TafHa, KPHTHIeCKREe OnsHeC-JaHHEIe )
- HEQOPMAIHOHHEE CHCTEME! B IMPHIOKeHHA;

- EEQpPacTPyETypa (CeTH, CepEeprl, pabodne CTAHIHH);

- PeIyTANHOHHEIE H MPABOERIE aCMEeKTH (00A3aTeaBCTEA O JOTOBOPaM,
HOPMaTHEHEIE TPeOOBaHHA).

YTpo3ni H YSN3BHMOCTH:

- BHeIHHe (KHOepNpecTyIHOCTS, KOHKYPEHTEL, rOCYAapCTESHHbBIE CTPYRTYPEL);

- BHyTpeEEHe (OIHOKH MEPCOHATA, HHCAHZEpCKHe JSHCTEHA, OPraHHsaHOHHEIE
ctom);

- TexHONOrHYecERe (cOon. yassmmocTn [10, ycrapesmas audpacTpyETypa).

Cucrema ynpasaenus (CMHB):

- nomeErEEa HMb B moJumMHéEHEIE JOKYMEHTH (CTARHIApTHL perTaMeHTEL
ApOLexypaL).

- OpraHMsaNMOHH2A CTPYETypa (mompasgenenma Hb, pacnpegeaenme ponedt ®
OTESTCTEEHHOCTH);

- TOpOLecCH YOpasneHH: (yIpasineHHe pHCKAMH, HHUHMIEHTAMH. JOCTYTIOM,
H3MeHeHHAMH, HeNpPepPhIBHOCTBIO).

Mepnt H CpeaCcTBa 3AUHTHI:

- ATMAHACTPATHEHEIE (IOMHTHRH, 00y UeHHe, AHCIHIUTHHAPHEIS MEphI);

- TEXHHYeCKHe (KOHTPOIh ZOCTYIA, KpHOTOrpadHa, MOHHTOPHHT, pesepEHPOBAHHe);
- rsHgeckne (KOHTPOMS JOCTYTIA B MOMEIEHHA, SAHATA 000PyAOBAHHR).

Pesyabrars: u s dexrni:

- YPOE€HB OCTATOYHOIO PHCEA;

- 9aCTOTa H TOKECTS HEIHIEHTOE;

- COQMIOJeHNe HOPMATHEHAIX TPeOOBaHMH,

- BIHAHHE Ha GHHAHCOEEIE MOKA3aTeIH | JeT0BVI0 PeIry TAIHIO.

Pucynox 1. Ub xoMnannu Kak 0OBEKT YIpaBICHUS: CTPYKTYPHO-(QYHKIIMOHAIbHAS MOJICIb.



Crparernyeckuii ypoBeHb (COBET AUPEKTOPOB, BBICIIEE PYKOBOACTBO) — OINpEEICHUE
NPUHIUIIOB, PUCK-ANIETUTa, TPUOPUTH3AN HHBeCTULIMH, BKimtoueHne Ub B cTparteruto. b. ¢pon
ConmMc nogu€pkuBaeTt, 4To Ha 3ToM ypoBHe b cTaHOBUTCS 4acTbIO KOPIIOPATUBHOI'O YIIPABIECHUS
(information security governance).

Taktuueckuit ypoenb (CISO, pykoBOIUTENM HANpaBJICHWI) — pa3paboTKa IMOJIUTHK,
IUTAaHOB, IPOTPaMM OE30IIaCHOCTH, yNPaBJIEHUE MPOSKTAMH 110 BHEAPEHHUIO CPEJICTB U MPOLIECCOB
Ub.

OnepannoHHBI ypOBEHb (aAMUHUCTpATOphl, creunuanuctel Kb, mnons3oBatenu) —
peanu3anys Ipoueryp, pearupoBaHue Ha MHIMIEHTHI, COOIIOIEHUE PETJIaMEHTOB, SKCILTyaTalus
CPEJCTB 3aLIUTHI.

B3aumocBsI3p ypOBHEH HOCHUT JBYCTOPOHHMM XapakTep: CTPaTETHYECKUE PELICHUs
OINpPEAEIAI0T PaMKH U PECYPCHI, & ONEPALlMOHHbIE JaHHbIE (MHUUACHTHI, pe3yJIbTaThl ayaAUTOB,
nokazatenn KPI) ciy)aT OCHOBOH i1 KOPPEKTUPOBKH CTPATETHH. ITO MOTYEPKUBACT
OUKIMYHOCTH ympaBieHuss b kak oObekTa, XapaKTepH3YIOIIErocs AMHAMHUYHOW 0OpaTHOM
CBS3bI0.

B coBpemeHHBIX Mozensx KopnopatuBHoro ynpasieHus Wb paccmarpuBaercs Kak
KJIIOYEBOI 37IeMEHT o0ecreyeHns: yCTOMUMBOCTH OH3HEca U IOBEpUS 3aMHTEPECOBAHHBIX CTOPOH
(stakeholders). OT4€Tbl MEXIYHApOJHBIX KOHCAJITHUHIOBBIX U AyAUTOPCKUX KOMIIAHUI
(UKCUPYIOT pOCT BHUMAaHUs COBETOB JIUPEKTOPOB K BorpocaM kubdeppuckos u Ub; B psje ctpan
pEryJsATOpPHl TPSMO BO3JAraloT OTBETCTBEHHOCTh 32 KHOEPYCTOHYMBOCTH Ha BBICIIEE
PYKOBOJCTBO.

C TeopeTnueckoil TOYKM 3peHHus 3TO o3HaudaeT, uto Vb He MoxeT ocTtaBaThCs TOJBKO
3anauert UT-nonpaznenenus. OHa MHTErpUpyeTcs:

- B cucremy ERM (Enterprise Risk Management) — pucku b paccmarpuBarotcst Hapsiay
¢ (pMHAHCOBBIMHU, ONIEPALIMOHHBIMH, IIPABOBBIMHU U PEITyTALlMOHHBIMU;

- B cuctemy compliance — coOmroneHne TpeOOBaHUI MO TEPCOHAIBHBIM JIaHHBIM,
KPUTUYECKON MH(PACTPYKType, OTPACIEBbIM CTaHapTaM;
- B CHUCTeMy YyIpaBjeHHUs HemnpepbeiBHOCThIO OuszHeca (BCM) — Wb BeicTymaer

MPEIMOCHUTKON CITIOCOOHOCTH KOMIaHUH (PYHKIIMOHUPOBATH MPU UHITHICHTAX.

Takum 006pa3om, 0OBEKT ympaBieHUS «MHGOPMAIMOHHAS O€30MaCHOCTh» OKa3bIBAETCSA
BIIMCAaHHBIM B OoJiee IMIUPOKHI KOHTEKCT KOPIOPATUBHOTO YIIpaBIE€HUA. ITO TpedyeT
coriacoBaHHocTH uened u mokazatenei: KPI B nomxHBl cooTHOCHTBCA ¢ OM3HEC-LIENSIMU
(CHM)KEHUEM TTOTEPh, YBEIMUEHUEM TOBEPHsI KIIMEHTOB, 00€CIIEYeHUEM COOTBETCTBHUA).

Teopernueckuil aHanu3 WHGOPMAIMOHHONM O0€30MaCHOCTHM KOMIIAHMU Kak oOOBeKTa
yIpaBiI€HUs TO3BOJISET BbIIEIUTh HECKOJIBKO KIIFOUEBBIX TOJIOKEHUH.

Bo-nepebix, Wb mnpexacraBaser coOOl COLMOTEXHMYECKUH U HHCTUTYIIMOHAIBHO
Harpy»KeHHbI 00BEKT, coueTaroluii B cebe TEXHOIOrHYecKre, OpraHu3alOHHbIE, IIPABOBBIE U
KyJbTYpHbIE KOMIIOHEHTHI. E€ Henb3si cBecTM K HAaOOpY TEXHUYECKHX CPEJICTB; OHA JIOJDKHA
paccMaTpuBaThCA Kak MHTETPUPOBAHHAS yIIpaBisieMas MOACUCTEMA KOPIOPATUBHON CUCTEMBI.

Bo-BTOpBIX, TOMHHHPYIOIIUM TEOPETHUYECKUM OCHOBaHUEM ympasieHus Wb sBisercs
PUCK-OPUEHTUPOBAHHBIA  TOJAXO0J, HWHCTUTYIMOHAIM3UPOBAHHBIA B  MEXIYHApPOJIHBIX U
HannoHaMbHBIX cTaHmaprax (ISO/IEC 27001, TOCT P HCO/MBK 27001-2021). On
mpernoiiaraeT, 4ro OOBEKT YIPABJICHUS OIHUCHIBACTCS 4Yepe3 KOHPUTYpAlMIO PHCKOB, a
yIpaBleHYECKHE PEIIeHUs CTPOSATCS Ha UX UACHTU(UKAIIMU, OLIEHKe U 00paboTKe.

B-tperbux, paszButue MeHemxMeHta Wb ageMoHCTpupyeT IBHXKEHHE OT «IIEPBOTO
MOKOJIEHUS» — TEXHUYECKOTO M PErJIaMEHTHOTO — K «BTOPOMY IOKOJIEHHIO», OCHOBAHHOMY Ha
MPUHIMIIAX corporate governance, CTpaTeru4eckoil MHTErpalui U HEMPEPHIBHOTO YIIYUIIEHUS, O
4&M CBUJIETEILCTBYIOT paboThl b. hon Conmca u Ipyrux uccienoBaresnei.

B-ueTBEpTHIX, CTpyKTypHO-(DyHKIIMOHANBHAS Mojenb Wb kak oObekTa yrpaBieHUS
BKJIIOUAET COBOKYITHOCTb JIEMEHTOB (aKTHBBI, yTPO3bl, YSI3BUMOCTH, MEPHI 3aLUTHI, IPOLIECCHI U
pe3yNbTaThl), CBA3aHHBIX ympaBieHueckuM 1ukiIoM PDCA u  pacnpenenéHHBIX 1O
CTpaTEeruuecKoMy, TAKTUYECKOMY U ONEPAllMOHHOMY YPOBHSIM.



Haxoneu, BcTpamBanue Wb B cucTeMy KOpPHOpPAaTUBHOTO YIpPAaBIEHUS U PHUCK-
MEHE/DKMEHTa JelaeT €€ YNpaBIsIeMOCTh KPUTUYECKUM  (PAKTOpOM yCTOMYHMBOCTH U
KOHKYPEHTOCIIOCOOHOCTH KOMIaHUM B IU(POBOI skoHOMUKE. TeopeTnueckoe ocmbicienue Ub
KaKk 00BEKTa yIpaBJICHUs CO3JaET OCHOBY JUIS JATbHEHIIMX SMIUPHUECKUX UCCIICTOBAHUA —
pazpabotku Metpuk 3¢ dextuBHOCTH yrpaBieHuss Wb, moxaeneit 3penoctu CMUDB, anamuza
BIIMSIHUSI OPTaHU3ALMOHHOM KYJIBTYPhl Ha YPOBEHb 3AIIUIIEHHOCTH U Jp.

Takoe moHuMaHNe MO3BOJSAET MEPEUTH OT (PpParMEHTAPHOI0, KTEXHUYECKOIO» B3IJIsIa Ha
0€30MacHOCTh K IIEJIOCTHOW yMPaBICHYECKOW KOHIICMIIMK, B KOTOpOH WH(pOpMaMoHHasS
0€30MacHOCTh CTAaHOBHUTCA HE TOJBKO CPEACTBOM 3alllUThl, HO M BAXHOH COCTaBIISAIOIIEH
CTPATerUYeCKOro pa3BUTHUSI OpraHU3AINH.
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